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	Cavirin AWS Marketplace Installation and Configuration: 2019

This guide provides guidance for installing Cavirin via the AWS Marketplace into your AWS environment.  For the embedded license version, billing occurs via AWS.  For BYOL, licensing and payments are via Cavirin.  
Step 1:  Select
1.  After searching the AWS Marketplace, select the proper Cavirin version (BYOL or embedded)
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2.  Subscribe to the offering and then click on configuration
Step 2:  Configure and Launch
1. In most cases the defaults should be selected
2. The recommended EC2 Instance Type is m5.xlarge
3. Use the selected security group settings unless you need to change them
4. Select your Key Pair
5. You should receive the following message:
[image: ]
6. Click on ‘View Launch Configuration Details’ and copy the AMI ID
7. Click on ‘View Instance in EC2 Console’.  It is easiest to sort on Launch time to find the new instance. Enter a name for future reference. Copy the Public IP address.
8. You can click on ‘Usage Instructions’ for further details
9. For the embedded license version, please contact sales@cavirin.com for licensing.
10. Now click ‘Launch from Website’ 
[bookmark: _Toc492371761][bookmark: _Toc493175757][bookmark: _Toc493175870][bookmark: _Toc494308670][bookmark: _Toc498072397][bookmark: _Toc514075545][bookmark: _Toc514162619]Step 3:  First Access to Cavirin 
1. You can access the Cavirin server by inserting the appropriate IP address, as follows: https://<your_public_ip_address>
2. The public IP address can be found in the details of the instance in the EC2 control panel as above.
3. For BYOL, enter the license info. (Cavirin will provide a Key)
4. The default users:
a. userid = administrator password = your unique instance ID from the AWS Console.  
b. userid = groupadmin password = your unique instance ID from the AWS Console.  
c. userid = devops password = your unique instance ID from the AWS Console.  
d. userid = analyst password = your unique instance ID from the AWS Console.  
5. [bookmark: _GoBack]You would be asked to change these default passwords before you can proceed.
6. Please refer to the Cavirin User Guide for further configuration.  Additional help is at https://cavirin.zendesk.com/hc/en-us
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Save to List
Build your 'First Line of Defense' with one-click policies for your cloud services and compute
(CIS, NIST, PCl, HIPAA, GDPR, SOC2, DISA), and get a prioritized, actionable plan to fix Typical Total Price
v Show more $0.192/hr

Linux/Unix TYeTrTeYy 0 AWS reviews (2

Overview Pricing Usage

Product Overview

Cloud security starts by building a 'First Line of Defense', ensuring robust
configurations of your key infrastructure and platform services. What are those
configurations? Cavirin has researched the industry (e.g., CIS, NIST, PCl, GDPR,
and cloud provider recommendations) and delivered easy, one-click policy packs
to fortify cloud assets. The policies enforce important access controls, data
protection measures (encryption, privileged access), boundary controls, audits,
monitoring, and more. Most importantly, we provide a prioritized list of fixes,
along with specific steps to fix or auto-fix misconfigurations directly via our
platform to truly operationalize cloud security. Security teams start with one-
click policies, first for key laaS and Paa$, then for cloud compute (both OSs and
container eco-systems), incorporating findings into devOps processes; and
complete their cloud security journey with our full Cyperposture Intelligence
platform, enabling continuous IT health through real-time monitoring, threat

detection, and auto-remediation.

Total pricing per instance for services
hosted on m5.xlarge in US East (N.
Virginia). View Details

Support Reviews

Highlights

Broadest policy coverage across clouds, OS,
containers, and Kubernetes for a comprehensive set
of benchmarks - CIS, NIST, PCl, HIPAA, SOC2, GDPR,
DISA.

Configurable policies allows you to ensure
compliance with your secure standards &
configurations (e.g., for your security, encryption,
administrative settings). Custom policies offer an

easy way to add custom policies in the system.

Enterprise features include configurable & custom

policies, one-click remediation, compliance policy
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Launch this software

Congratulations! An instance of this software is successfully deployed on EC2!

AMI ID: ami-0d879e7c105cdb55b (View Launch Configuration Details)
You can view this instance on EC2 Console. You can also view all instances on Your Software. Software and AWS hourly

usage fees apply when the instance is running and will appear on your monthly bill.





